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TODOS OS VALORES APRESENTADOS NESTE MONITOR SÃO MERAMENTE
INDICATIVOS. RR: Risk Reversal - é Uma Medida De Enviesamento Do Mercado
Cambial Quanto Ao Movimento Esperado Futuro De Uma Determinada
Moeda.Valores Positivos Significam Um Enviesa-mento A Favor Da Apreciação Do
Euro. Mar 2th, 2024Citrix FIPS Cryptographic Module, FIPS 140-2 Security
PolicySamsung Galaxy S6 (SM-G920T) 7 Android 7 On ARM V7 -A With NEON
Extensions . Google Nexus 6 (Motorola Nexus 6 XT11003) 8 Android 7 On ARM V8 -A
With NEON Extensions And AES/SHA Acceleration . Google Nexus 5X (LG H790) 9
Window S 10 64bit On Intel Core I7 [6th Generation] ... Cryptographic Module
Specification May 2th, 2024KeyPair FIPS Object Module For OpenSSL FIPS 140-2 Non
...FIPS 140-2 Security Policy KeyPair FIPS Object Module For OpenSSL Page 4 Of 18 1



Introduction This Document Is The Non-proprietary Security Policy For The KeyPair
FIPS Object Module For OpenSSL (FIPS 140-2 Cert. #3503), Hereafter Referred To As
The Module. The Module Is A Software Library Providing A C Language Application
Program Interface (API) For Use By Mar 2th, 2024.
Apple FIPS Cryptographic Module, V1.1 FIPS 140-2 Non ...Data Storage Library
Services Manager Certificate Library Services Manager Trust Policy Services
Manager Security Contexts ... The Logical Cryptographic Boundary Of Apple FIPS
Cryptographic Module, V1.1 (“Module Library”) Is The Shared Object Library Itself. ...
FireWire, Ethernet, Mini Apr 1th, 2024Onclave FIPS Object Module For OpenSSL FIPS
140-2 Non ...The Module Is A Software Library Providing A C Language Application
Program Interface (API) For Use By Other Processes That Require Cryptographic
Functionality. ... K-571, B-233, B-283, B-409, B-571 With SHA-1 ECC CDH (KAS) [SP
800-56Ar1] (§5.7.1.2) P-192, K-163, B-163 These Algorithms Shall Mar 2th, 2024FIPS
140-2 Security Policy - CSRCFortiOS 5.2 FIPS 140-2 Security Policy
01-525-296259-20151016 2 Overview This Document Is A FIPS 140-2 Security Policy
For Fortinet Incorporated’s FortiOS 5.2 Firmware, Which Runs On The FortiGate
Family Of Security Appliances. This Policy Describes How The FortiOS 5.2 Firmware
(hereafter Referred To As The ‘module’) Meets The FIPS 140-2 Jun 2th, 2024.



OpenSSL FIPS 140-2 Security Policy - NISTOpenSSL FIPS 1402 Security Policy 1
Introduction This Document Is The Nonproprietary Security Policy For The OpenSSL
FIPS Object Module, Hereafter Referred To As The Module. The Module Is A Software
Library Providing A Clanguage Application Program Interface (API) For Apr 1th,
2024OpenSSL FIPS 140-2 Security PolicyOpenSSL FIPS 140-2 Security Policy 1
Introduction This Document Is The Non-proprietary Security Policy For The OpenSSL
FIPS Object Module, Hereafter Referred To As The Module. The Module Is A Software
Library Providing A C-language Application Program Interface (API) For Use By Other
Processes That Require Cryptographic Functionality. Apr 2th, 2024FIPS 140-2 Level
3 Security Policy Of Java Card Platform ...This Security Policy Describes How The
Dual Interface Security Controller SLE78 And Java Card Platform Binary Code Meets
The Security Requirements Of FIPS 140-2 And CM’s Operation In A Secure FIPS
140-2 Mode. This Policy Was Prepared As Part Of The Level 3 FIPS 140-2 Validation
Of The Module. FIPS 140-2 Mar 1th, 2024.
Security Policy For FIPS 140-2 ValidationThis Security Policy Is Non-proprietary And
May Be Reproduced Only In Its Original Entirety (without Revision). Security Policy
For FIPS 140-2 Validation Boot Manager In Microsoft Windows 8.1 Enterprise
Windows Server 2012 R2 Windows Storage Server 2012 R2 Surface Pro 3 Surface



Pro 2 Surface Pro Surface 2 Surface Windows RT 8.1 Windows Phone 8.1 Apr 1th,
2024SX-500 FIPS 140-2 Level 1 Security PolicySX-500 FIPS 140-2 Security Policy
REVISION HISTORY Silex Technology America 140-00188-220A Ii Rev. No. Date
Revision By Comments A 2009.08.13 Lee Aydelotte Initial Version Mar 1th, 2024FIPS
140-2 Security Policy - UplogixFIPS 140-2 Security Policy Uplogix 430 And 3200
Www.uplogix.com 877.857.7077 Uplogix Page 5 Of 29 Card And An 8 Serial By 8
Ethernet Card. Additionally, Both 3200 Models Are Available With Either A V.92
Modem Or DB9 Connection For Modem In The Modem Slot. 1.3. Glossary Table 2:
Glossary Of Terms Term/Acronym Description 2TDEA 2-key Triple-DES Jun 1th,
2024.
FIPS 140-2 Security Policy - Juniper Networks- 1 - Juniper NS-5XT Security Policy FIPS
140-2 Security Policy Juniper Networks NetScreen-5XT Version 5.0.0r9 P/N
093-1392-000 Rev. D May 2th, 2024FIPS 140-2 Level 3 Non-Proprietary Security
PolicyNITROX XL 16xx-NFBE HSM Family Version 2.3 Security Policy Cavium
Networks CN16xx-NFBE-SPD-L3-v2.3.pdf 6 1 Module Overview The Cavium Networks
NITROX XL 1600-NFBE HSM Family (hereafter Referred To As The Module Or HSM) Is
A High Performance Purpose Built Security Solution For Crypto Acceleration. The
Module Provides A FIPS 140-2 Overall Level 3 Security Solution. Mar 1th, 2024FIPS



140-2 Security Policy - CiteSeerXThis Document Is A Non-proprietary Cryptographic
Module Security Policy For The HP StorageWorks Secure Key Manager (SKM) From
Hewlett-Packard Company. Federal Information Processing Standards (FIPS) 140-2,
Security Requirements For Cryptographic Modules, Specifies The U.S. And Canadian
Governments’ Requirements For Cryptographic Modules. Feb 1th, 2024.
FIPS 140-2 Non-Proprietary Security Policy Oracle ILOM ...Oracle ILOM OpenSSL FIPS
Object Module Security Policy Page 6 Of 21 4. Modes Of Operation The Module
Supports Only A FIPS 1402 Approved Mode. Tables 4a And 4b List The Approved
And Nonapproved But Allowed Algorithms, Respectively. Function Algorithm Options
Cert # Random Number Generation; Symmetric Key Generation [SP 80090] DRBG5
Jun 2th, 2024FIPS 140-2 Nonproprietary Security Policy For Cisco ...FIPS 140-2 Mode.
This Policy Was Prepared As Part Of The Level 2 FIPS 140-2 Validation Of The
Module. Note This Document May Be Copied In Its Entirety And Without
Modification. All Copies Must Include The Copyright Notice And Statements On The
Last Page. FIPS 140-2 (Federal Information Processing Standards Publication 140-2
— Security ... Apr 2th, 2024FIPS 140-2 Non-Proprietary Security Policy For The Cisco
...FIPS 140-2 Non-Proprietary Security Policy For The Cisco PIX 525/535 Security
Appliance Introduction This Is A Non-proprietary Cryptographic Module Security



Policy For The Cisco PIX 525 And PIX 535 Security Appliances, Referred To In This
Document As PIX Security Appliances, Devices, Modules, Or Appliances. Mar 2th,
2024.
FIPS 140-2 SECURITY POLICY Juniper Networks SSG-520(M) And ...Juniper SSG-520
And SSG-550 Security Policy 7 By Default, The Module Is In Non-FIPS Mode On The
First Power-up. The CLI Commands Get Config Or Get System Show If The System Is
In FIPS Mode. 1. The Module Can Be Set To FIPS Mode Only Through The CLI. The
Module Must Be Zeroized When Toggling Between FIPS And Non-FIPS Mode Of
Operation. Jun 1th, 2024FIPS 140-2 Non-Proprietary Security PolicyThe Security
Policy Document Is One Document In A FIPS 140-2 Submission Package. In Addition
To This Document, The Submission Package Contains: • Vendor Evidence Document
• Finite State Model Document • Other Supporting Documentation As Additional
References Apr 1th, 2024Digi Passport™ FIPS 140-2 Non-Proprietary Security
PolicyThis Document Is Intended For Describing The Security Policy For The Digi
Passport Console Servers. The Digi Passport Provides Secure Remote Access To The
Console Ports Of Computer Systems And Network Equipment Over Ethernet Or Dial-
up Connections. This Security Policy Was Prepared As Part Of The Level 2 FIPS 140-2
Validation Of The Module. 1.2. Jun 1th, 2024.



FIPS 140-2 Cryptographic Module Security PolicySecurity Policy Describes The Nokia
VPN Appliance And Describes How It Meets The Security Requirements Of FIPS
140-2. It Also Describes How To Run The Module In An Approved FIPS 140-2 Mode Of
Operation. This Document Was Prepared As Part Of The FIPS 140-2 Level 2
Validation Of The Module. Apr 2th, 2024FIPS 140-2 Non-Proprietary Security Policy
VMAX 6 Gb/s SAS ...The Module Is Dell EMC’s VMAX 6 Gb/s SAS I/O Module With
Encryption, Part Number 303-161-101B-05 Running Firmware Version 2.13.39.00 Or
2.13.43.00. It Is Classified As A Multi-chip Embedded Hardware Feb 2th, 2024FIPS
140-2 Level 1 Non-Proprietary Security Policy ...The Module Is Dell EMC’s PowerMax
NVMe Module And VMAX 12G SAS Module In The Following Configuration For Each:
[A] HW: 303-305-100A-06 + FW: V3.08.41.00 For VMAX 12G SAS Encryption Module
Jun 1th, 2024.
FIPS 140-2 Security Policy - NISTBlackBerry Tablet OS Version 2.0 (Binary
Compatible To BlackBerry Tablet OS Version 1.0), ARMv7 The BlackBerry OS
Cryptographic Library Is Also Suitable For Any Manufacturer’s Platform That Has
Compatible Processors, Equivalent Or Larger System Configurations, And
Compatible OS Versions. For Jan 2th, 2024
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